
Avec des milliers de postes répartis dans plusieurs pays et une forte 
proportion de collaborateurs en télétravail, l’équipe IT de Bandai 
Namco manquait de visibilité centralisée et fiable sur la posture 
de sécurité de ses endpoints. Cette situation rendait difficile 
l’évaluation des risques et la capacité à réagir rapidement face aux 
nouvelles menaces.

À mesure que l’organisation se développait, la gestion de la sécurité 
devenait de plus en plus complexe. Le manque de cohérence entre les 
outils, l’automatisation limitée et l’insuffisance de visibilité empêchaient 
le maintien d’un niveau de sécurité homogène sur l’ensemble du parc. 
En conséquence, le déploiement rapide et uniforme des correctifs 
représentait un défi constant.

Lors de la publication de CVE critiques, l’équipe n’était pas en 
mesure d’identifier rapidement les machines concernées. Cette 
situation générait un risque opérationnel important, d’autant plus 
que l’environnement comprend de nombreuses applications tierces 
déployées dans différentes langues et configurations régionales.
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Historique de l’entreprise: 

Site web :  www.bandainamcoent.eu

Endpoints gérés : 2,000+

Bandai Namco Holdings Europe, dont 
le siège est situé à Lyon, en France, est 
la filiale européenne de Bandai Namco 
et un éditeur et distributeur majeur dans 
les secteurs du divertissement et du jeu 
vidéo. L’organisation gère aujourd’hui 
environ 2 000 endpoints répartis dans 
près de 20 pays.

Secteur : Divertissement

Localisation : Lyon, France

SUCCESS STORY

Gérer la sécurité des endpoints dans 
un environnement global et hybride

https://en.bandainamcoent.eu/


Key Results

�	 Bandai Namco Holdings Europe a éliminé 
100 % des vulnérabilités critiques, 
renforçant significativement la sécurité 

     de son environnement distribué.
	
�	 La charge opérationnelle a été 

considérablement réduite, permettant à 
un seul technicien de gérer l’ensemble 
de l’écosystème IT et libérant les équipes 
pour se concentrer sur des initiatives à 
plus forte valeur ajoutée. 

�	 Le déploiement et la gestion des 
applications ont été fortement simplifiés 
grâce à une approche zéro code, éliminant 
le besoin de scripts personnalisés et 
générant un gain de temps important.

Pour relever ces défis, Bandai Namco recherchait une solution 
cloud, basée sur un agent, capable de fonctionner de manière fiable 
dans un environnement international et multisite, tout en prenant 
en charge une main-d’œuvre hybride à grande échelle. L’objectif 
était de disposer d’une plateforme offrant une visibilité centralisée, 
une application cohérente des politiques de sécurité et une forte 
automatisation, sans complexité opérationnelle.

Après une évaluation approfondie du marché, Action1 s’est imposé 
comme la solution répondant le mieux à ces besoins.

Aujourd’hui, Bandai Namco a éliminé 100 % des vulnérabilités 
critiques sur l’ensemble de son environnement. Action1 permet 
également de mettre en place un monitoring complet et une gestion 
structurée des correctifs grâce aux Update Rings, offrant une 
vue claire et consolidée de tous les endpoints et permettant des 
déploiements progressifs alignés sur la politique de sécurité interne.

Éliminer les vulnérabilités critiques 
et simplifier les opérations

Les gains en efficacité opérationnelle ont été tout aussi significatifs. Le déploiement des applications est désormais beaucoup 
plus rapide et fiable, supprimant le besoin de scripts personnalisés récurrents. En conséquence, un seul technicien à temps 
plein suffit désormais pour gérer et superviser l’ensemble de la plateforme. Cette réduction de la charge opérationnelle 
permet aux équipes techniques de se concentrer sur des initiatives à plus forte valeur ajoutée plutôt que sur la maintenance 
quotidienne.

L’un des atouts majeurs d’Action1 pour Bandai Namco réside dans la gestion granulaire des droits. La plateforme permet 
d’appliquer des politiques de sécurité globales tout en conservant un contrôle précis des rôles et permissions au niveau des 
équipes et des sites locaux. L’intégration avec les outils de sécurité existants, notamment BitLocker, s’est faite de manière 
fluide, sans nécessiter de modification des processus en place.

Le déploiement constitue un autre élément différenciateur clé. Avec Action1, le déploiement des applications et de l’agent 
repose désormais sur une approche sans code, éliminant totalement le recours aux scripts personnalisés. Cette évolution 
a permis une amélioration opérationnelle majeure, en réduisant considérablement le temps et les efforts nécessaires à la 
gestion des applications, tout en accélérant les déploiements et le retour sur investissement.

Comment Action1 a apporté du contrôle sans complexité
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Grâce à Action1, Bandai Namco Holdings Europe a éliminé l’ensemble des vulnérabilités critiques tout en simplifiant ses 
opérations et en réduisant les ressources nécessaires à la gestion de la sécurité des endpoints. Action1 est aujourd’hui un 
pilier fondamental de leur stratégie de sécurité, offrant une protection renforcée et une évolutivité durable à long terme.

Une base évolutive pour la sécurité des endpoints
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